Одобрено на заседании

Совета по вопросам технической защиты информации

в Ханты-Мансийском автономном округе – Югре

Протокол от 29.05.2017 № 3/17

Типовые функции и задачи должностного лица, ответственного за руководство работами по защите информации в исполнительном органе государственной власти (органе местного самоуправления)

Ханты-Мансийского автономного округа – Югры»

Лицо, ответственное за руководство работами по защите информации в исполнительном органе власти Ханты-Мансийского автономного округа – Югры выполняет следующие основные функции;

руководство и координация деятельности по обеспечению безопасности информации в соответствии с требованиями законодательством Российской Федерации, нормативных правовых актов Президента и Правительства Российской Федерации, руководящих и методических документов Федеральной службы по техническому и экспортному контролю Российской Федерации и ФСБ России;

контроль выполнение работ по информационной безопасности в органе власти автономного округа;

принимает решение о возможности распространения (передачи) персональных данных и иной конфиденциальной информации;

согласовывает назначение лица, ответственного за организацию обработки персональных данных в органе власти;

согласовывает назначение лиц, ответственных за контроль выполнения требований по обработке персональных данных в структурных подразделениях органа власти;

согласовывает назначение администратора информационной безопасности информационных систем органа власти;

координирует вопросы обучения, повышение квалификации в области обеспечения информационной безопасности в учебных заведениях программы, которых, согласованы ФСТЭК России;

представляет на утверждение руководителю органа власти перечень лиц, доступ которых к конфиденциальной информации, обрабатываемой в ИС, необходим для выполнения служебных обязанностей;

осуществляет контроль по поддержанию функционирования системы защиты информации в органе власти;

осуществляет контроль соответствия реального состава пользователей матрице доступа;

осуществляет контроль лиц, допущенных к работе с конфиденциальной информацией в ИС (СВТ);

осуществляет согласование документов, определяющих построение, внедрение, модернизацию системы защиты информации в ИС органа власти;

осуществляет контроль за уровнем безопасности информации в органе власти;

инициирует и организовывает проведение служебных проверок по фактам несоблюдения условий, которые могут привести к нарушению конфиденциальности информации или другим нарушениям, приводящим к снижению уровня защищенности информации;

осуществляет координацию и руководство работой ПДТК по ЗИ.